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GETTING STARTED Hrs Sem Term

UNIV 500 Foundations of Graduate Success ₁ 2 ____ ____

OR

UNIV LIB Library Course ₁ 0 ____ ____

CYBR 610 Cybersecurity Ethics 3 ____ ____

CYBR 630 Information Systems Security & Assurance 3 ____ ____

CYBR 635 Internet & Network Security 3 ____ ____

CYBR 640 Digital Systems Design & Forensics 3 ____ ____

CYBR 645 Information Security Management 3 ____ ____

CYBR 650 Business Continuation & Disaster Recovery 3 ____ ____

CYBR 660 Cybersecurity Compliance 3 ____ ____

CONCENTRATION COURSES (9 hours)

GOV 606 Social, Political and Theological Implications of Technology 3 ____ ____

Two additional courses from the following list (6 credit hours): 3 ____ ____

GOV 601 International Relations and Cyber Politics 3 ____ ____

GOV 608 Public Information Systems Management 3 ____ ____

GOV 609 Critical Infrastructure Protection and Resilience 3 ____ ____

30

Graduation Requirements                                                    Notes

Complete a total of 30 credit hours

Must maintain a 2.50 GPA

Program must be completed within 5 years

Program delivered entirely online.

Master of Science in Cybersecurity 

Cybersecurity Policy 

THE COLLEGE OF ARTS AND SCIENCES

Academic Degree Plan

REQUIRED COURSES (21 credits)

TOTAL HOURS

₁  Students are registered for UNIV 500 based on their admissions writing sample 
score. Students are required to take UNIV LIB and/or ENGL 500 but the course(s) 

is waived if a student successfully completes UNIV 500.        

*Regent University has the right to add to or change this worksheet. This Degree 

Worksheet is an unofficial document.

Effective Catalog Term: Fall 2023
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UNIV 500 2 GOV 635 3

UNIV LIB 0 CYBR 640 3

CYBR 610 3 Total 6

CYBR 630 3

Total 6-8

GOV Course 3 CYBR 645 3

GOV Course Total 3 CYBR 650 3

6 Total 6

CYBR 660 3

Total 3

Summer Term 1

Spring Term 1

Fall Term 2

Spring Term 2

SUGGESTED COURSE SEQUENCE - 2 YEAR PLAN*

Fall Term 1

Effective Catalog Term: Fall 2023
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